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**P1 Identify types of security threat to organisations. Give an example of a recently publicized security breach and discuss its consequences.**

Some businesses in Vietnam are currently worried about the possibility of secret information technology protection that business customers should be concerned about.

**Digital Security Risks:**

* **MALWARE**

- Malware is software that enters a computer system without the user’s knowledge or consent and then performs an unwanted and usually harmful action.

- Strictly speaking, the malware uses a threat vector to deliver a malicious “payload” that performs a harmful function once it is invoked.

**More specifically, there is the following malware:**

- Oligomorphic malware: Once it is executed, this malware switches its internal code to one of a given number of predefined mutations. However, as there are only a small number of mutations in oligomorphic malware, it will inevitably transform back into a previous form that can then be identified by a scanner.

- Polymorphic malware: Malware code that completely changes from its original form whenever it is executed is known as polymorphic malware. This is usually accomplished by the malware containing “scrambled” code that, when the malware is activated, is “unscrambled” before it is executed.

- Metamorphic malware can actually rewrite its own code and thus appears different each time it is executed. It does this by creating a logical equivalent of its code whenever it is run.

**There are many types of malware that can invade a user's computer:**

* Most common types: Circulation/Infection.

1. Viruses:

+ Programs that secretly attach to another document or program and execute when that document or program is opened.

+ It could contain instructions that trigger problems ranging from showing an irritating message to removing files from a hard drive or constantly crashing a device.

+ Antivirus software defends against viruses is.

+ Drawback of antivirus software is that it must be updated to recognize new viruses.

+ Updates (definition files or signature files) can be downloaded automatically from the Internet to a user’s computer.

1. Worms:

* Although similar in nature, worms are different from viruses in two regards:

+ A virus attaches itself to a computer document, such as an e-mail message, and is spread by traveling along with the document.

+ A virus requires the user to perform some sort of action to start the infection, such as starting a program or reading an e-mail message.

+ Worms are usually distributed via e-mail attachments as separate executable programs.

+ In many instances, reading the e-mail message starts the worm.

+ If the worm does not start automatically, the user can be fooled by attackers to start the program and start the worm.

1. Trojan horses:

+ Programs that conceal their true purpose and then when triggered, show themselves.

+ May be disguised as free calendar programs or other useful applications.

* Common strategies:

+ Giving a malicious program the name of a file associated with a benign program.

+ Combining two or more executable programs into a single filename.

* Defend against Trojan horses with the following products:

+ Antivirus tools, which are one of the best defenses against combination programs.

+ Special software that alerts you to the existence of a Trojan horse program.

+ Anti-Trojan horse software that disinfects a computer containing a Trojan horse.